
Blood Bank / Irradiator Alarm System 

Purpose:  To deter terrorist attempts to access and detonate, i.e. dirty bomb,  or remove for later 

dispersal,  radioactive material which could be physically harmful and economically devasting to a 

community and its inhabitants. 

Background information:  The alarm system is serviced by Dynamark Security and monitored 24x7 by 

UCC. 

If an alarm is activated the monitoring company may call to request the security password in order to 

verify from a Shoreline associate that the police do not need to be dispatched.  If you do not know the 

password  ask your lead tech.  Do not share this password with others.  Note: If you do not provide the 

correct password then the police department will be dispatched.  Shoreline and /or PBX operators may 

also contact you to determine the cause of the alarm.  Obtain information from UCC for troubleshooting 

purposes:  the source, location (zone#-see attached), and type of alarm. 

When entering the Blood Bank or the irradiator room, a silent duress alarm may be sent immediately for 

police dispatch by increasing or decreasing the last digit of your PIN# by one digit.  For example, if your 

PIN# is 1234 then enter 1235 or 1233 to send a silent alarm.  There are also silent alarm duress buttons 

in the Blood Bank office, Blood Bank workstation #1, Stat Lab room, and irradiator room.  Press the 

button at the bottom center of the device to activate.  See picture of device below: 

 

 

 

 

 

 

 

Some alarms, such as a door open alarm, etc., will have a delay feature so that the alarm can be 

cancelled at the keypad in the lounge area so that UCC is not notified for a false alarm.  To silence and 

cancel an alarm enter the disarm code (1234-1) twice.  Then to activate / reset the alarm system enter 

the arm code once (1234-2).  

If in the event the irradiator is compromised and nuclear material is exposed or removed, get as much 

distance as possible between you and the source of the radiation and notify authorities.  Exiting the 

building would be the most appropriate action. 

Contact your lead tech or Security for additional questions. 



 


