Workplace Violence Awareness and Response
An interview of the members of the Workplace Violence Prevention Taskforce was conducted to better understand violence risk response procedures. The taskforce is comprised of clinical and nonclinical staff. 
What are the types of violent situations we see at Winchester Hospital?

The most frequent situation we face is when patients become unable to control their behavior due to medical or behavioral conditions.

What kind of violence happens?

Verbal abuse by a patient towards a staff person happens more often that we would like.  Scratching of arms, kicking and hitting of staff when providing care is also seen.

Where does the violence happen?

The Emergency Room and on patient care units are locations of most violence situations.  There have been offsite locations where violence concerns have been raised.

Why does this violence happen?

Most situations involve patients where medication, brain injury or drug/alcohol use alters a person’s ability to control behavior.

What is done to prevent violence?

Clinical and Security staff work together to create the safety plan to control violence from happening.  Collaboration between hospital staff and local police has enhanced handoff communication when behavioral patients are brought to the ER for care.

What if I have violence questions?

If you have any violence related questions or concerns, contact the Security Department at x2560.

Hazardous Materials
Radiation Safety at Work

During the past 75 years, the use of low level ionizing radiation has become an indispensible tool for diagnosis and treatment of disease.  Many of you who work at Winchester Hospital have some contact with these uses of radiation.  It is important for you to know that the hospital does everything possible to ensure that you have a safe work environment.

Where at work would I get exposed to radiation? Am I in danger?

The sources of radiation exposure in our facilities include the radiation oncology equipment (located at 620 Washington St.), x-ray and CT machines (located at the hospital and numerous off-site locations), and radionucleotides used in Nuclear Medicine (located at the hospital).  All rooms are clearly marked wherever radiation is being used – do not enter a room if an “X-Ray in Use” is lit.  Rooms are properly shielded so that there is no radiation exposure to staff or visitors when they are outside the room.  Patients seen in Nuclear medicine emit very low levels of radiation and are not dangerous to people around them.

Do I need special training?

All employees who have identified as having the possibility of being occupationally exposed to radiation are trained in radiation protection practices as part of their department specific orientation.  When necessary, employees are issued monitoring badges to record their exposure levels.  These readings, as well as all radiation safety practices, are reviewed quarterly by the Hospital Radiation Safety Committee to ensure compliance with state and federal regulatory agencies.

What if I have questions?

If you have questions or concerns, contact the Nuclear Medicine Department at 781-756-2310 or email a Radiation Safety Committee member at dcronan@winhosp.org.

Chemical Safety at Work
Do you work with any chemicals at work? In interviewing staff many say the answer is no.  Do you go anywhere where you could come in contact with chemicals?  Again staff answers no.  The reality is that although you may not directly work with chemicals they are all around us.  Do you know ho to locate the Safety Data Sheet (SDS) for Clorox disinfecting Wipes?

a. Go to WinNet

b. Type “Clorox Wipes” in the Search box press Enter

c. Select “Wipes Disinfecting Clorox”:

d. View the Safety Data Sheet (SDS) or print it out

Information Security
HIPAA AWARENESS: PROTECTING PATIENT DATA
Employees, physicians and business associates/vendors may access information only if it is necessary to perform their job duties.
Since 2009 federal and Mass. State laws and regulations have imposed more stringent requirements and penalties upon hospitals and businesses.  Patient information known as electronic protected health information (ePHI) and personal information including names and social security numbers must be kept secure from unauthorized access.  Yet breaches to corporate networks by hackers seeking to steal sensitive information are becoming commonplace.

Breach examples:
What if Winchester Hospital clinical reports, such as laboratory results are sent to wrong patient? Or a thumb drive containing patient information was lost or stolen? Or if a Winchester Hospital employee was to click on an unknown link resulting in an infection of a computer virus on the Winchester Hospital information network?

Any of these activities could result in a breach, which is access to information by an unauthorized user.

What federal agency investigates ePHI breaches and can impose financial penalties on healthcare institutions?

The Office for Civil Rights (OCR).

What are the factors OCR will use when determining the amount of a financial breach penalty?

Once OCR determines a breach has occurred, they will access if reasonable security safeguards are in place and if employees are aware of their role in keeping information secure.  If an organization has good policies and practices this will be considered a big positive.

Points for you to remember whenever you have access to ePHI

Never share your user ID or Password.

YOUR GREATEST RISK is when you store or transmit confidential data.

Information in email messages at Winchester Hospital can be encrypted by typing [ENCRYPT] in the subject of the message.

You are transmitting information when: you carry papers home with you, email files, upload and download data or provide equipment that contains electronic storage to vendors (i.e. for repair).

YOU are storing information when: you upload and download data, save data in MEDITECH, write information on paper.

ONLY access patient information and other confidential information if it is necessary to do you job.

Always be AWARE of patient in formation in YOUR environment.  Keep you desk clear and clean, do not use USB thumb drive storage or save ePHI data to your laptop unless it is encrypted.

If you authorize equipment to be removed from a hospital facility, YOU must ensure information on the equipment is appropriately secured.
Always report the risk of a data breach or security violations to the HIPAA Security Office – Gerald Greeley, ggreeley@winhosp.org, 978-988-6104.

Always contact the HIPAA Security Office if you are unsure how to follow these guidelines and/or the hospital’s HIPAA policies.

Ergonomics & Safe Patient Handling and Lifting Safety

Interview with Ryan Osterlind CEES, Ergonomic Specialist at the WORKSENSE Program at Orthopaedics Plus, Outpatient Rehabilitation Services for Winchester Hospital

What do you see as the biggest risk to employees who work in a health care setting and what the most common injuries?

Most injuries are occurring while caring for patients.  Strains and sprains to the back, neck, and shoulders are the most common injury seen.  These injuries can be of a sudden onset but usually are the result of cumulative stress overtime.

What are the top things an employee can do to remain safe and provide the best possible care for out patients?

Take the extra step by getting enough assistance from co-workers, communicate with the patient and staff prior to movement and choose the right patient-lifting equipment.  Finally take care of yourself by keeping yourself in good physical condition with regular exercise.

Where can you find in formation regarding Safe Patient Handling at Winchester Hospital?

You can access Safe Patient Handling information by going to the Winchester Hospital WinNet home page, open the Tools and Resources tab and click on Employee Safety.

We are using more and more technology-driven devices in our hospital, what can employees do to make their work stations and desk areas work for them?

Set up the workstation to fit your specific needs.  Adjust the chair to support an upright and neutral work posture.  If computer use is your primary task at your desk, adjust the monitor height and distance to avoid awkward neck postures and position the keyboard and mouse to allow a relaxed and supported arm position.

What if an employee needs help setting up their work station?

Please call or email Employee Health to initiate the request for an ergonomic assessment at 781-756-2148 or ehs@winhosp.org.
Winchester Hospital’s Compliance Program protects employees and contractors who report concerns about false claims, fraud, waste and abuse.

Winchester Hospital is committed to complying with all applicable laws.  As part of this commitment, the Hospital has established and will maintain a Corporate Compliance Program that includes policies and procedure to prevent fraud, waste and abuse.  The Compliance Program includes polices to provide information to employees and contractors about the Federal and State False Claims Acts and the rights of its employees and contractors to protection as whistleblowers when reporting compliance concerns.
Employees are encouraged to report fraud and abuse, including potential false claims.
Employees and contractors are expected immediately report any false, inaccurate or questionable claims or actions as well as questions, concerns or potential fraud, waste or abuse issues.

Some examples of potential false claims include, but are not limited to, the following.

1. Claiming reimbursements for services that have not been rendered;

2. Characterizing the service differently than the service actually rendered;

3. Falsely indicating that a particular health care professional attended  procedure;

4. Billing for services/items that are not medically necessary; and

5. Forging or altering a prescription or claim.

6. Improperly obtaining prescriptions for controlled substances or card sharing.

Employees have several options for reporting concerns.

When possible, we encourage employees to speak to their supervisors first.
If you do not want to discuss this with your supervisor, or if you have additional questions after speaking with him/her, you may speak with another senior manager, contact the Compliance Office at 781-756-2150, or contact any of the compliance resources listed below.

You may also report compliance concerns (either anonymously or not) by calling the Compliance Line at 781-756-7140.  This line is a voicemail system.  You may leave your name or report anonymously – if you choose to report anonymously, no attempt will be made to identify you.   Please know that anonymous complaints may be harder to investigate, since it may be more difficult to verify relevant information.

All activity reported pursuant to this Policy will be in vestigated in accordance with the Hospital’s compliance Program.

Winchester Hospital will not discriminate or retaliate against employees reporting concerns in good faith.  
Winchester Hospital is prohibited from retaliating in any way against any employee or contractor who in good faith reports a perceived problem, concern or fraud, waste, or abuse issue.  Winchester hospital will not discriminate or retaliate against any employee or contractor for reporting in food faith a potential or actual fraudulent activity or for cooperating in any government or law enforcement agency’s investigation or prosecution.

Infection Prevention is Everyone’s Responsibly: Learn to protect yourself and your patients.
Interview with Pam Lindzer CIC RN MSN the Employee Health and Infection Prevention Manager at Winchester Hospital

What can I do to keep my patients free of infection?

Performing appropriate hand hygiene continues to be the most effective way to prevent and protect yourself and your patients from getting infections.  Please stay home if you are feeling sick and can’t keep up with the activities of the day.  This may include staying home if you have had a fever, diarrhea, or vomiting in the previous 24 hours.  If you feel like you should wear a mask to protect your patient s and colleagues you shouldn’t be at work.  Finally please use good respiratory etiquette – this means coughing or sneezing into your elbow/sleeve.

The following chart demonstrates when hand hygiene is required and the preferred method:

	ALCOHOL BASED HAND GEL ACCEPTABLE (PURELL)

Preferred
	SOAP AND WATER REQUIRED

	Before and After  Patient Contact

(Between patients)
	Hands visibly dirty/soiled or contaminated with blood or other body fluids.

	Before and After glove use
	After contact with a patient infected with Clostridium difficile

	Before and After any procedure or touching patient device (i.e. IV pole)
	After toileting

	After touching environmental surfaces and handling medical equipment
	Before eating


What can I do to keep myself from getting a disease or getting sick while at work?

There are many ways to keep yourself safe from infectious diseases.  The most important is following standard precautions.  Standard precautions mean all patients should be treated as if their blood and body fluids are potentially infectious.

How do I practice standard precautions?

Protect yourself from all blood and body fluid exposures by performing hand hygiene and wearing the appropriate personal protective equipment (PPE). PPE such as gloves, gowns, masks, respirators and eye shields create a barrier that protects skin, clothing, mucous membranes, and the respiratory tract from infectious agents.

How do I know when and what PPE to wear?

Wear gloves when touching blood, body fluids, non-intact skin, mucous membranes, and contaminated items.  Wear a surgical mask and goggles or face shield if there is a reasonable chance that a splash or spray of blood or body fluid may occur to the eyes, mouth or nose.  Wear a gown if skin or clothing is likely to be exposed to blood or body fluid.

Are standard precautions all I have to do for precautions?

No, sometimes diseases require additional layers of precautions and protection.  A chart in the Infection Prevention Manual tells you what extended transmission based precautions are recommended for each disease or diagnosis.

If I don’t have access to the Infection Prevention Manual or information the patient how will I know what to do?
Unit staff and caregivers will post signs outside a patient’s room with the special instructions.  Signs serve as a warning that specific health risks are present.  These signs outline additional precautions that employees must take before entering or exiting the room. These signs include contact precautions, contact plus precautions, droplet precautions, and airborne precautions.

Is tuberculosis (TB) one of those diseases that require extra precautions?

Yes, TB is an infectious disease that requires additional precautions called Airborne Precautions.  Any patient with known or suspected TB is placed in an isolation room in which air is vented to the outside (negative pressure).  Caregivers must wear special respirator masks (N-95) prior to room entry.  In addition, they will be provided annual fit testing and education on the details of our respiratory protection program.  The respiratory protection plan can be found on WinNet.

What is TB and how is it spread?

TB is a respiratory infection that causes symptoms which may include persistent cough, fever, nigh sweats, tiredness and unexplained weight loss.  The TB infection is spread when someone with the active disease in their lungs or voice box expels the bacteria into the air. E.g. by talking, coughing, or sneezing.  TB is not highly contagious; it usually requires close or prolonged respiratory exposure to the infectious droplets.  TB is not passed by food, blood, or touching objects.

Are there other diseases and situations that require me to wear a special respiratory mask (N-95) while at work?
Yes, when workers need to be protected from airborne hazards such as infectious or chemical hazards they need to wear N-95 or PAPR (Power Air Purifying Respirator) masks.  Please contact Employee Health and Infection Prevention or your Supervisor for additional information on the hospital’s Respiratory Protection Program.

How will I know if something I’m transporting or disposing of has infectious waste or blood borne pathogens in side?

There should be warning signs/labels affixed to containers of regulated waste. Refrigerators, and freezers containing blood or other potentially infectious material, and other containers used to store, transport or ship blood or other potentially infectious material.  These labels will be fluorescent red or orange-red or predominantly so, with lettering or symbols in a contrasting color.

What are blood born pathogens?

Diseases that spread via blood are considered blood borne pathogens.  These include the following diseases: Hepatitis C, Hepatitis B, and HIV/AIDS.  Employee Health Services offers Hepatitis B immunization at no cost and during on duty time to all employees who have the potential for occupational exposure to blood and body fluids.

How do I know if I have been exposed to a blood borne pathogen?

In addition to punctures or needle sticks, exposures can also occur from mucous membrane exposures from other potentially infectious materials.  These include any body fluid that is visibly contaminated with blood and all body fluids in situations where it is difficult or impossible to differentiate between body fluids containing culture medium or other solutions (i.e. tissues, organs, CSF, vaginal secretions, pleural fluid, pericardial fluid & amniotic fluid).

What if I think I had an exposure to blood borne pathogens?

If you think you are exposed to blood or bodily fluids immediately wash the area with soap and water; if the eye, nostril, lip or mouth is splashed, flush the area with lots of water and report the incident to your supervisor.  Your supervisor, in conjuction with Employee Health and Infection Prevention Department and the Emergency Department will evaluate your exposure.  You or your supervisor can download the Employee Blood and Body Fluid Exposure Packer from the WinNet under your Health at Work.  The packet details the follow up and action plan that occurs next.  This includes you evaluation and blood testing was well as the source patient being tested.
What does Winchester Hospital do to reduce my chances of having a blood and body fluid exposure while at work?

The blood borne pathogens – Exposure control Plan is designed to eliminate or minimize employee exposure to blood borne pathogens.  This plan has been developed in accordance with the Occupational Safety and health Administration (OSHA) Blood-Borne Pathogens Standard codified as 20 CFR Part 1910.1030.  The Winchester Hospital plan can be accessed online in the Winchester Hospital Policy Library on WinNet or in the Infection Prevention Policy Manual.  In addition, the Blood borne Pathogen Prevention Task Force along with the Sharps Safety Specialist reviews new devices and obtains samples for review and trial.  The staff involved in product trials provides input into which safety devices are optimal for use.

Are needle sticks/sharps injuries the most common form of exposure? If yes, is there anything I can do to reduce my chances of having a sharps injury?

Yes, needle sticks are the most common type of exposure.  You should plan ahead and have a sharps container nearby to dispose after use.  Please call for replacement of the sharps container when it is ¾ full.  You also really need to focus on the task at hand and not become distracted.  Always engage the safety device on a needle after use.  Listen to the clock and look for full engagement of the safety guard.  And, finally never re-cap a used needle.

Emergency Management

What do I do if an Activate Disaster Plan announcement is made?

When an Activate Disaster Plan announcement is made it means we have a disaster situation and you should follow your department emergency procedures.  If you are unsure what you are to do ask your supervisor.  Also you can review the Emergency disaster Response Plan found on WinNet.

Management of a disaster situation: Major disaster situations are managed using the Incident Command System (ICS) from the Incident Command Center (ICC) in the CC2 Conference Room.  The Incident Commander is the Administrator on Call(ACO), Nursing Supervisor or Senior VP depending on the time of day and day of the week.

Could this happen?

It is 1pm on a Saturday afternoon in July.  A call is received at the switchboard that a train accident occurred 10 minutes ago in Somerville.  No other details are available.  The Switchboard Operator calls Mary the Nursing Supervisor to inform her about the call.  Mary goes to the Emergency room to inform staff of the event.  A few minutes later the ER is informed by C-Med radio that the accident involves a tanker car loaded with chemicals.  No victims have identified for transfer to Winchester Hospital.  None are expected.  Jane the charge nurse knows that it is possible that we might get patients needing decontamination.  She calls Mary and asks if an “Activate Disaster Plan” is to be activated.  Mary understands that if there are few victims, they will be sent to Boston, Somerville and Cambridge Hospital.  Mary lets Jane know that based on current information an “Activate Disaster Plan” is not warranted but decontamination preparations should be made.  Mary does call John the Administrator on Call to be sure he is aware of the incident and to let him know the correct status at the hospital.

At 1:30pm it is reported that a second tanker has exploded and there are many victims, 10 or more may come to Winchester Hospital.  Mary activates the “Activate Disaster Plan” notification through the Switchboard.  A text page and cell phone text message is sent to Directors and Managers stating “Activate Disaster Plan this is not a Drill”.  Directors and Managers know they are to activate their department emergency procedure and go to the Incident Command Center.

The Winchester Fire Department arrives at 1:40pm and sets up the Mass Decontamination Unit by 2:00pm.  ED staff put on personal protective equipment in preparation for the arrival of patients.  The type of chemical involved in the incident is not known.  The Incident Command Center is operational at 2:200pm.  Staff arrives and are assigned various roles within the Incident Command System.

Think about your role is in this Activate Disaster Plan (Disaster) situation.
EMERGENCY CALLS
Plain language announcements are the way all involved in emergency situations are expected to communicate.  Please note the changes below for emergency situations.  The Hospital Operators will begin to make announcements using plain language starting in January 2015.

Medical Emergency (formerly Code99): Dial 3-3-3-3 and announce “Medical Emergency”, give exact location.

STAT: Dial 3-3-3-3 and announce “STAT FOR” specific person or department.

FIRE (formerly Code Red): Dial 3-3-3-3 and give exact location to operator.  Do not hang up until you are sure operator has all the information needed.  Follow the R.A.C.E. protocol during a Fire Emergency.

Rescue – people and patients

  Alarm – pull alarm box and call for help

    Contain – close all doors and windows

      Extinguish – if safe to do so
Off-Campus Employees – Evacuate and assemble in a safe area. Call 911

INFANT/CHILD ABDUCTION (formerly Code Pink): Dial 3-3-3-3 and inform operator of an Infant/Child Abduction. Give exact location.  ABDUCTION: Follow Infant/Child Abduction procedure specific to your department.

SECURITY EMERGENCY: Dial 3-3-3-3 or “0” – Announce the location of the “SECURITY EMERGENCY’. Offsite call 911.

ARMED INTRUDER: Think “RUN, HIDE, FIGHT”.  
Dial 3-3-3-3. Announce the EXACT location of the “ARMED INTRUDER”. Offsite call 911.

DISASTER; ACTIVATE DISASTER PLAN 
