Accumen 2013 Annual Compliance Training Review Quiz	                         Name:______________________


1. To report confirmed or suspected compliance or ethics violations you may choose any of the following options:

a.	Contact Dana Simonds, Accumen’s Chief Compliance Officer.
b.	Call Accumen AlertLine
c.	Fill out a report online at www.accumem.ethicspoint.com
d.	Any of the above

2. I can find additional resources regarding Accumen’s Compliance Program by accessing one of the following: 

a. Accumen’s Sharesite, Public folder, Compliance Documents
b. HR Passport, My Company, Policies
c. Contact Dana Simonds, Chief Compliance Officer
d. Any of the above

3. Which of the following examples would qualify as a “breach or unauthorized access” of PHI?

a.       Lost or stolen laptop or device containing unencrypted patient information
b.       Misdirected emails containing PHI sent to the wrong party outside of Accumen
c.       Disposal of PHI without destroying it properly (e.g., shredding paper documents)
d.       All of the above

4. What types of compliance training classes may I be required to attend while working for Accumen?
a.      Annual training
b. Periodic training
c. Departmental training
d. HIPAA training
e. Partner hospital training
f. All of the above

5. Discipline Policy – Which items violate Accumen’s Compliance Program?  

a. Failure to detect and report by supervisor if such failure reflects inadequate supervision or lack of  oversight.
b.     Refusing to cooperate with an investigation
c.     Report any issue that causes you concern
d.     Retaliating against an employee who makes a good faith report
e.     A. B.& D.
f.     A. B.& C. 


6. How much money (as represented on training slide) has been paid by lab industry providers for fraud and abuse settlements?

a. $1.7 Billion
b. $900 Million
c.  Over $1.3 Billion
d. $ 3 Billion



7. Unsecured  protected health information can include information in any form or medium including electronic, paper or oral form:

a. True 
b. False

8. What is the main purpose of the Anti-Kickback Statute?

a. To deter all medical professionals from knowingly and willfully receiving or offering remuneration in exchange for patient referrals.
b. To encourage associates to commit fraud by using safe harbors
c. To deter all physicians from knowingly and willfully receiving or offering remuneration in exchange for patient referrals
d. All of the above

9. What might be exposed on an un-secured mobile device?

a. Email
b. Text Message
c. Bank and social media accounts
d. All of the above

10. What is the appropriate method for emailing sensitive information?

a. Use the word encrypt: in the subject line
b. Gmail
c. Sharp or ACL’s email account if you have one and following their policy
d. A and C
e. All of the above


